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I n 1996, the European Union (EU) is- 
sued a directive requiring member 
states to prohibit unauthorized copying 

of databases and threatened the United 
States with retaliation if it failed to enact 
similar legislation (I). Except for opposi- 
tion from the scientific and engineering 
communities, the United States probably 
would have signed a database protection 
treaty in 1997 and adopted corresponding 
domestic legislation in 1998 (2). A revised 
bill known as H.R. 354, the Collections of 
Information Antipiracy Act, is currently 
pending in Congress. 

1, 

Collections of Information 

likely "databases" as nonfiction books and 
movies, both of which "bring discrete 
items of information together in one 
place." Congress has relied on judges' 
common sense to resolve similar ambigui- 
ties in the past. Nevertheless, H.R. 354 
could lead to sweeping changes through- 
out intellectual property law. 

Today's Databases 
Many areas of science and engineering re- 
ly on enormous databases as ubiquitous 
and even indispensable tools. One nuclear 
science database contains results drawn 
from more than 160,000 separate refer- 
ences. Some gene-sequencing repositories 

Existing Protections 
The usual argument for statutory protec- 
tion sounds-simple and compelling. 
Databases are expensive to make but 
cheap to copy. For this reason, private and 
commercial database owners cannot com- 
pete with copiers in an open market. If 
databases cannot earn a fair return under 
existing law, no rational business would 
invest in them until Congress changed the 
rules. Instead, databases flourish (7). 

This paradox can be explained by re- 
membering that statutes are not the only 
way to protect databases. Some methods 
are technological. These include encryp- 
tion, passwords, and Web sites in which 
users submit searches without ever seeing 
the database itself. Other methods depend 
on existing law. For example, the Copy- 
right Act provides broad protection for 
some databases (such as electronically 
searchable versions of Science) and limit- 
ed protection for others. Contract law lets 

Antipiracy Act record more than 2 billion base pairs (6). database owners make and enforce 
U:S. c&s were historically divided on 

the question of whether copyright protec- 
tion extended to databases (3). In 199 1, the 
U.S. Supreme Court resolved this issue in 
Feist Publications v. Rural Telephone Ser- 
vice Co. Znc. (4). Today, databases cannot 
be copyrighted unless they demonstrate 
minimal creativity. Even then, copiers can 
freely extract facts so long as they rear- 
range them. H.R. 354 would rewrite Feist 
and bring the United States and the EU 
closer together by striking a so-called sui 
generis compromise between the current 
rules and full copyright protection. H.R. 
354 would prevent any extraction or use 
that harms an underlying database's "actual 
or potential market" (see the box). Protec- 
tion would last for 15 years. Although H.R. 
354 contains exceptions for nonprofit edu- 
cational, scientific, and research uses, 
these would not apply where the new use 
"directly" harmed an underlying database's 
"actual market." 

Scholars have been troubled by the fact 
that the core concept of a "database" is es- 
sentially limitless (5). H.R. 354 tries to 
remedy this defect by limiting protection 
to information "collected . . .  for the pur- 
pose of bringing discrete items of infor- 
mation together in one place . . .  so that 
users may access them." However, this 
standard still literally includes such un- 
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Listing facts is only the beginning. 
Some scientific databases reconcile con- 
flicts in the literature, check published cal- 
culations, and infer new information by 
combining reported results. Other databas- 
es, particularly in biotechnology, have been 
rearranged into powerful computing for- 
mats that let scientists find increasingly 
subtle patterns within oceans of data. Final- 
ly, many technical databases can be modi- 
fied and reworked to serve broad new audi- 
ences-for example, by turning highly spe- 
cialized physics data into products that 
medical doctors, power plant engineers, or 
advanced sensing device manufacturers can 
use (7). Society will need.these activities if 

promises to keep data confidential. 
Finally, many of the most popular and 

powerful methods depend on the market- 
place. If consumers want frequent updates, 
a would-be copier has little to gain by of- 
fering last month's database at a bargain 
price. Similarly, consumers may think that 
a particular database is more valuable if it 
comes with copyrighted search software. 
In either case, copiers can only compete 
by making substantial investments of their 
own. The resulting protection is particular- 
ly effective in the sciences, where up-to- 
date, searchable data sets are at a premium 
(7). Congress could strengthen these meth- 
ods still further by protecting each update 
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or correction for 1 to 2 years. Such legisla- 
tion would be far less restrictive than H.R. 
354's proposed 15-year period. 

Potential Benefits 
Statutory protection should only be enact- 
ed if projected benefits outweigh costs. In 
the case of database protection, three po- 
tential benefits need to be considered. 
First, statutory protection could encourage 
firms to create new databases that do not 
exist today. One concrete test is whether 
exis t ing providers  have ever  dec ided  
against investing in a new database be- 
cause they thought that someone might 
copy it. On the basis of a recent report (7) 
and workshop (S), such decisions are prob- 
ably quite rare. 

Second statutory protection could per- 
suade firms to disseminate existing data 
more widely. Some owners use elaborate 
secrecy agreements to protect their databas- 
es. Such procedures are costly and tend to 
exclude small users. Other strategies (such 
as encryption) limit access in ways that 
some consumers find objectionable. Unfor- 
tunately, there is no way of knowing how 
many database owners would give up secre- 
cy if statutory protection became available. 
The possibility of patent protection has not 
put an end to trade secrets. 

Third legislation would reduce waste if 
providers' efforts to protect themselves 
through updates, search software, and oth- 
er enhancements turned out to be exorbi- 
tant  o r  led to  underinvestment  in  the  
databases themsel\les. Luckily, this prob- 
lem only arises when fear of copying per- 
suades owners to provide more features 
than they otherwise would have. At least in 
the sciences, where the explosion of infor- 
ination has created a desperate need for 
updates and enhancements, this is unlikely. 
Providers are likely to go on offering these 
features whether or not statutory protec- 
tion is enacted. Although H.R. 354 would 
probably inake copying more difficult and 
increase the market value of  exis t ing 
databases, proponents of statutory protec- 
tion should also show that legislation 
~rou ld  lead to new or better databases. We 
now turn to the "costs" side of the ledger. 

Inadvertent Disincentives and 
Pressures to Privatize 
Large scientific databases are typically 
created by combining, extending, and 
modifying previously published data sets 
(7). H.R.  354 ~ r o u l d  bar these practices 
whenever the new products are likely to 
at t ract  a s ignif icant  nuinber o f  users  
away from their predecessors. Such situa- 
tions occur frequently. Industrial scien- 
tists would typically resolve such con- 
flicts by buying licenses. But how would 

their  counterparts  in government and 
academia respond? 

First, they could buy the right to use ex- 
isting data sets with governnlent grants. In 
theoiy, government should be willing to treat 
this as just another cost of research. In prac- 
tice, filnding agencies are notoiiously reluc- 
tant to pay for intellectual property licenses. 
This attitude is unlikely to change (9). 

Second, scientists could pay for the 
right to use existing data by selling their 
own data sets for profit. This could lead to 
a wave of commercialization. It would al- 
so mark a significant departure from cur- 
rent practice, in which most scientific dis- 
ciplines, including relatively commercial- 
ized fields like biotechnology, still rely on 
a con~plex inix of cominercial and non- 
profit databases (7).  Discouraging indi- 
viduals and entities that want to provide 
nonprofit databases seems perverse. Fur- 
thermore, fear of giving away commer- 
cially valuable data has already injected 
lawyers into scientist-to-scientist ex-  
changes at universities and national labs. 
Some U.S. scientists have already begun 
to complain that the European statutes are 
inaking foreign collaborators more reluc- 
tant to share data. 

Finally, scientists could decide that ac- 
quiring all of the rights needed to build a 
particular database isn't worth the effort. 
Some biotechnology databases ~rou ld  have 
to negotiate inore than 100 separate con- 
tracts. Even large corporations doubt that 
this is practical (8). Obstacles to contract- 
ing could make statutory protection coun- 
terproductive and even reduce the number 
of new databases produced (5, 10). 

Impoverishing Science 
The decline of nonprofit databases would 
force researchers to buy inore expensive 
cominercial products. Government spon- 
sors will be reluctant to pay for this. Un- 
less this political difficulty can be over- 
come, license fees will have to be paid 
from existing grants and researchers' pur- 
chasing power will fall (9). 

However, statutory protection could 
also lead to price gouging. Science is 
particularly vulnerable because many 
m a r k e t s  a r e  s e r v e d  by  s o l e - s o u r c e  
providers. Skeptics argue that potential 
competition will limit price gouging with 
o r  wi thout  s tatutory pro tec t ion  (1  1 ) .  
Statutory protection could raise the barn- 
ers that keep additional coinpetitors from 
entering the market; if so, fears of price 
gouging could be well-founded. Little 
einpirical work has been done to deter- 
mine how many markets are at risk (1 I).  
However, a closely related industry, sci- 
entific journals,  has recently been ac- 
cused of price gouging (12). 

Congressional Options 
It is far from clear that the benefits of  
statutory protection outweigh the costs. We 
believe that Congress's best option is to 
pass no legislation. Failing that, Congress 
should understand that it is logically im- 
possible to draft a statute that reconciles 
the monetary incentive structures of com- 
mercial life with an academic reward sys- 
tem based on attribution. Probably the best 
compromise would be to make commercial 
copying illegal while leaving traditional 
scientific and research activities alone. 
This could be done by amending H.R. 354 
so  that its present exemptions applied 
whether or not the underlying database's 
actual market was harmed. 

The EU's threats do not change this 
analysis. It may turn out that American 
companies can compete in Europe whether 
or not the EU agrees to protect them from 
copiers. If not, the United States has ample 
legal and diplomatic means to challenge 
the EU, including trade sanctions. Until 
these options have been tried, Congress 
should not pass ill-advised legislation. 

Database legislation could turn out to " 
be a radical experiment. The U.S. economy 
has never tried to operate under a statute 
where most "collections of information" 
were protected. In the absence of clear evi- 
dence that a statute is needed, the tradi- 
tional bias in favor of keeping data in the 
public domain ought to be decisive. 
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