
They flrst created plasmlds that could 
be used in thetr own version of the reverse 
two-hybrld system. Baskcally, the plasmlds 
were designed to create yeast that  could 
svnthesize fusion ~ r o t e i n s  containing the - 
transcriptio~lal activator B42 and the 
DNA-binding protein LexA in the same 
cell. W h e n  the two  rotei ins dimerize via 
the fusion protein portion, they turn on  
transcription of a gene that is toxic and 
kills the  cell. Thls lethal interaction was 
made inducible by using the Gal  promoter, 
which can be rapidly switched on  with a 
sitnple change of media. 

Next ,  thev set out to  scale the  svsteln 
such that  it ilould work in nanolite; cul- 
tures. T o  rapidly deliver small qua~lt i t ies  
of a test stnall molecule, they took advan- 
tage of the fact that  co~nbinatorial  syn- 
thesis can be performed o n  small beads. 
By incorporating a n  ultraviolet ( U V ) -  
sensitive linkage into the process, they 
were able to  make a molecule of the  form 
drug-linker-bead. In  their test case, the  
drug was FK506. W i t h  the  photolytic ef- 
fect of a short U V  pulse, FK506 could be 
rapidly released. 

T o  make cultures in  which the small 
amount of released drug (about 100 pmol/ 
bead) would have a reaso~lable concen- 
tration, they used a new technique that  
can deliver d r o ~ l e t s  of defined ~lutnbers of 
yeast, media, and a drug bead in 100- to  
200-nl increments (2). Inthese nanodroplets, 
growth can be easily scored visually in  
large arrayed formats. They tested the 
whole system with a mock experi~nent  by 
showing that  FKS06, a known inhibitor of 
the  interaction between the  proteins 
FKBPl2 and TGF-P receptor, could actu- 
ally block the lethal action of this toxic 
two-hvbrid construct. 

~ h k  new nanodroplet yeast technique 
is significant in that  it serves as a method " 

that can bridge two fairly evolved fields, 
cotnbinatorial chemistry and yeast mo- 
lecular genetics, with the young field of 
genotnics. T h e  ever increasing number of 
~ r o t e i n s  found to interact in the two-hv- 
brid screen can now be tested 111 bulk for 
stnall inhibitors. Tests can even be Der- 
formed on  mixed populations of two-hy- 
brid-positive proteins to sort out those ill- 
teractio~ls that can be blocked by a se- 
lected inhibitor. 

-Robert Sikorski and Richard Peters 
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Jamming Spam 

No, we're not talking about sotne odd new 
cutsine here, but rather a plague: the pro- 

blem of junk e-mail. 

( NE T T l P S K ~ ~ o n n  in the Inte~net 
c~l ture as "spam," junk 

e-mail can be mass mailings to bulletin 
boards, newsgroups, or lists of people. 
While madings frotn listserves that vou sub- 
scribe to can Ybe helpful, s p a n  mailings can 
be annoying. S p a ~ n  tnail can also use up 
considerable resources o n  the Net. A t  sotne 
Internet service providers, as much as 10% 
of their resources is devoted to handling 
ji111k e-mail. 

How do the spammers-the cornpallies 
that distribute e-mail ads-get your e-mail 
address in the first place? One  way is simply 
from onllne directories. These databases, 
such as Btgfoot (http://www.bigfoot.com/) 
and Four1 1 (http://www.fourl 1 .corn/) house 
extensive collections of addresses. A n -  
other way is by using software robots that 
traverse the Net  and look for addresses, fo- 
cusing specifically on  the @ sign in World 
Wide Web pages or newsgroups. This 
means that if you have put your e-tnail ad- 
dress on  your lab, u~liversity, or company 
Web page, lt ts fair gatne for the "spambots." 
Newsgroup fishing for e-mail addresses in 
particular is very easy and efficient. For ex- 
ample, if you post to  a newsgroup discussing 
computer software, the spalnmer already 
has a clue to target you with junk e-mail 
advertising software. 

How to avoid the s ~ a m ?  There are three 
different strategies: protect your e-mail ad- 
dress, use several e-mail addresses, or filter 
your e-mail. 

Strategy 1: T o  protect your e-mail ad- 
dress, you can send your outgoi~lg tnessages 
through a n  intermediate program called a 
remailer. This software (usually free) strips 
the header fields frotn the message so that 
the recipient never gets your original ad- 
dress. If you want the recipient to have the 
ability to send you a reply, you can use a 
remailer service that tags on  its ow11 special 
address, such as tnsgl233@re1nailer.cotn. 
During the return trip, the remailer then 
acts as a switchboard to dtrect the message 
back to you. 111 fact, a re~natler can strip the 
addresses on  the reverse path as well so that 
the entire co~n~nunicat ion is anonymous. 
T o  find out more about how to use 
remailers, check out http://www.well.com/ 
user/abacard/remail.html. 

Strategy 2: Use tnultiple e-mail ad- 
dresses. If you intend to post to  newsgroups 
or participate in mailing lists, this is a n  
appealing option. T h e  idea IS to  have a set 
of public e-mail addresses that are used ex- 
clusively for public purposes. Tha t  way, 
when the inevitable spa~nlni~lg comes, the 

damage 1s locallzed to just these e- 
mail boxes. T o  make tt even easler 
to  switch e-mail accounts, you can take 
advantage of the fact that  you can now get 
free addresses that  can be accessed through " 
a Web browser. O n e  popular free service is 
Hotmail (http://www.hotmail.com/). T h e  
e-mail service acts like a post office box for 
regular mail. 

Strategy 3 :  Block incotning spam with 
software fllters. This can be done in two 
ways: by using the filter~ng capabilities of 
your e-mail program or by acquiring a sepa- 
rate anti-spam filter. In the Pro version of 
the e-mail program Eudora, for example, 
you can set any number of filters that ex- 
amine the headers or body of i ~ l c o m i ~ l g  
mail. If you get spam frotn one particular 
address or it has phrases such as "make 
money quick" in the subject, lt is easy to 
configure a blocktng filter. However, the 
spalnlners usually change their address, so 
you have to change the filter as well. T h a t  
is where anti-spamming software is useful. 
This software looks at vour e-mail before 
your mail program does. T h e  better soft- 
ware is designed such that  it can learn 

u 

about new spamming operations and adapt. 
For the Mac, there is really only one anti- 
spamlner program, called Spam Blaster 
( h t t p : / / w ~ w . c n e t . c o ~ n / R e s o u r c e ~ /  
Swcentral/Mac/Result/Download/ 
0,162,39634,OO.html ). For the PC, there 
are several. You tnight try SpatnlnerSlatntner 
(http://w~~~~.cnet.co~n/Resource~/ 
Swcentral/PC/Result/TitleDetail/0, l60,O- 
29003-g,O 0.httnl). 

Use one or all of the above tips, and you 
should be one step ahead of the spammers. 
Unfortunately, technology solutions work 
both ways, and spam operations evolve rap- 
idly. Also, the fact that e-mail advertise- 
ment costs about one-thousa~ldth that  of 
printed ads ensures that  spatnmi~lg will 
continue. T o  find out more about spam- 
ming and anti-spatn tactics, we've put to- 
gether a list of useful Web sites at 
www.medsitenavigator.com/tips. 

-Robert Sikorski and Richard Peters 
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