
Intellectual 

text, applying concepts of "property" to 
scientific ideas is extremely controver- 
sial. 

Much of the recent discussion about 
intellectual property in science has fo- 
cused on the commercialization of bio- 
medical research, but this is only part of 

Property: The Control a wider phenomenon. By describing di- 
verse disputes over the control of re- 
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Who should control scientific informa- 
tion? This issue is at the center of a 
growing number of legal and administra- 
tive disputes. To whom do the data from 
federally funded research belong: the 
scientist who does the research or the 
government agency that pays for it? At 
what point in the research process are 
the data to be made available to interest- 
ed citizens, competing scientists, or in- 
dustrial firms? May the researchers 

gressional committee report has de- 
scribed the confused state of government 
information policy: the "profusion of 
inconsistent and often conflicting laws, 
policies and practices" (2). With few 
guiding principles, the struggle over con- 
trol of scientific data and ideas has taken 
the form of discrete disputes in which all 
parties stake their claims in terms of 
moral rights and responsibilities: the 
"right to know," the "right to privacy," 

Summary, Control of scientific information is increasingly at the center of legal and 
administrative disputes, raising questions of sovereignty and secrecy, of proprietary 
rights over research. Disputes originate from efforts to extend the right of access to 
data at an early stage of research, from demands for information that threaten 
confidentiality, from proprietary interests in competitive areas of research, and from 
government restrictions on the free exchange of scientific ideas. They reflect policy 
changes with respect to information disclosure, university-industry collaboration, 
patent rights, and national security. A review of diverse situations that have led to 
disputes and of efforts to negotiate principles for controlling intellectual property 
suggests the problems of establishing such principles in the context of the changing 
role of science. 

themselves use their data and ideas in 
any way they choose? 

Such questions have long been contro- 
versial because of the application of sci- 
ence to practical problems and its role in 
public affairs. They have become more 
urgent, however, as the gap between the 
production of knowledge and its applica- 
tion has narrowed. Related changes in 
policies concerning information disclo- 
sure, university-industry collaboration, 
patenting, and military security follow 
directly from the utility of research, turn- 
ing scientific data and even ideas into 
"intellectual property"-something that 
is "owned or possessed" and therefore 
subject to competing claims (1). 

Few principles exist to establish a defi- 
nition of intellectual property. A con- 

the "right to access," the "right to con- 
trol one's own product," the "obligation 
to protect research subjects," and the 
"responsibility to protect the public in- 
terest." 

Scientists who accept public funds are 
required by federal regulations to be 
accountable for the use of those funds, to 
give the funding agency access to their 
results as stipulated in a prior agreement, 
and to accept concomitant public disclo- 
sure. The federal agency's specific 
choice of funding instrument has itself a 
practical importance for the recipient's 
control (3). Except in the case of classi- 
fied military research, scientists assume 
that data from projects funded by grants 
(as opposed to contracts or cooperative 
agreements) belong to the researchers. 
External controls on work done under 
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search, I hope to suggest the broad range 
of situations in which questions of intel- 
lectual property have become important, 
the implications of recent changes in the 
relation of science to government and 
industry, and the problems involved in 
negotiating the principles of ownership 
and control (4). 

Public Access versus 

Professional Control 

In 1976 a group of physicians filed a 
request under the Freedom of Informa- 
tion Act (FOIA) for data gathered during 
along-term clinical study of the effects of 
five diabetes treatment regimens, in 
which 1000 patients had been monitored 
over periods ranging from 5 to 8 years. A 
private consortium called the University 
Group Diabetes Program (UGDP) had 
conducted the study under the sponsor- 
ship of one of the National Institutes of 
Health (NIH). Under the terms of the 
grant NIH had the right to access to the 
raw data, but it never exercised that 
right. 

The UGDP researchers found that cer- 
tain regimens might increase the inci- 
dence of heart disease without any off- 
setting benefits. When they published 
these findings, the FDA recommended 
changes in the use and labeling of a 
particular diabetes treatment drug. An 
association of physicians, concerned lest 
a useful drug be removed unnecessarily 
from the market, requested access to the 
raw data and when refused brought suit 
(5). The U.S. Court of Appeals in 1978 
ruled against disclosure on the grounds 
that the data, which were not actually in 
the possession of NIH, did not constitute 
"agency records," defined by statutory 
language as material that an agency has 
"created or obtained." In a dissenting 
opinion, however, Judge David Bazelon 
argued that federal funding of the re- 
search and reliance on the data for regu- 
latory action were sufficient reasons to 
require disclosure and that, under FOIA, 
data underlying government actions 
must be open. In 1980 the Supreme 
Court upheld the ruling of the lower 
court, avoiding the policy issue concern- 
ing the public's right of access and bas- 
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ing its decision on the narrow legal ques- 
tion of possession. 

A case with a different outcome also 
turned on the principle of custody. In 
1978 Milo Shannon-Thornberry complet- 
ed data collection on the socioeconomic 
factors affecting infant feeding practices 
and the relative effect of bottle and 
breast on morbidity and mortality rates. 
A group of nonprofit church organiza- 
tions had sponsored the research. Lack- 
ing the resources to convert the data to 
computer records, Thornberry enlisted 
the facilities of the Department of 
Health, Education, and Welfare's Center 
for Disease Control (CDC) to help in the 
tabulation. He agreed in return to make 
the survey material available to the fed- 
eral agency. In September 1979 two 
manufacturers of infant formula, Mead- 
Johnson and Abbott Laboratories, re- 
quested the raw data. Thornberry object- 
ed. He had collected them with private 
financing and claimed prior rights to ana- 
lyze and publish them. He feared that the 
intent of the request was "industrial sab- 
otage" of research threatening to corpo- 
rate interests. In fact, a division of Ab- 
bott later circulated to physicians a letter 
undermining the credibility of the re- 
search. 

In April 1980 a federal district court 
held that the CDC's possession of the 
data and its involvement in the project 
defined the data as "agency records" 
(6). Although CDC's role in the research 
was mostly clerical, the court considered 
disclosure to be proper; it chose to avoid 
the policy question about the intent of 
FOIA recluests. 

In other cases the courts have taken a 
more substantive view of requests that 
threaten professional control. James Al- 
len, of the University of Wisconsin, had 
been working on a long-term, federally 
funded study of the effect of dioxin on 
rhesus monkeys. In 1979 he presented 
preliminary results as testimony during a 
hearing of the Environmental Protection 
Agency (EPA) on the use of dioxin in 
commercial pesticides. After the hear- 
ing, Dow Chemical Company tried to 
obtain all the data from Allen's study, 
arguing that if results were made public 
the background data should be available 
as well. Allen objected, on the grounds 
that the work was not completed or 
properly analyzed and that the testimony 
was only a preliminary progress report. 
An EPA administrative law judge grant- 
ed Dow's request and issued a subpoena, 
but Allen refused to comply, on the 
principle of the scientist's right to auton- 
omy. Following this reasoning, a U.S. 
district court overturned the ruling, 

agreeing that disclosure of data to a 
company with vested interests could 
jeopardize a costly study and that the 
public interest was better served by 
withholding data until after peer review 
(7). This decision was upheld by a feder- 
al appeals court in 1982. 

The right of public access to informa- 
tion is sometimes invoked to obtain 
copies of unfunded research proposals. 
Requests to NIH for copies of proposals 
increased from 300 in 1975 to more than 
1600 in 1979 (8). Although only a few of 
these requests (1 1 in 1979) have been for 
unfunded applications, scientists are 
sensitive to the threat of disclosure and 
contend that this would jeopardize the 
grant evaluation process and allow pla- 
giarism or the pirating of ideas. Ideas, 
the scientist's "stock in trade," are in 
their view analogous to trade secrets in 
industrial firms. 

The Right of Access versus 

Obligations of Confidentiality 

In 1976 the National Heart and Lung 
Institute (NHLI) of NIH supported a 
longitudinal study of the health history of 
individuals with certain medical profiles. 
The researcher maintained detailed per- 
sonal records and, in compliance with 
the Privacy Act, submitted only the final 
report of his findings to NHLI. During 
the course of study an independent in- 
vestigator requested access to the rec- 
ords in order to conduct his own re- 
search. NHLI allowed its contractor to 
decide how to comply with the condi- 
tions governing the disclosure of confi- 
dential personal information (2, pp. 9- 
10). 

In other cases, however, federal agen- 
cies try to maintain greater control. For 
example, HEW funded a study by a 
private research organization, Minneso- 
ta System Research Incorporated 
(MSRI), to evaluate the accuracy of 
HEW project ratings. When interviewing 
the scientists who had rated the projects, 
MSRI researchers promised not to re- 
veal their identity. HEW, however, 
asked for the computer tapes, which 
contained the names of the respondents. 
The investigators objected on ethical 
grounds, but HEW insisted that a re- 
searcher could not promise confidential- 
ity without first obtaining written agency 
permission. Eventually MSRI released 
the tapes (9). 

Conflicts over confidentiality are most 
common in medical or social science 
research in which personal information 
is gathered (10). Special problems arise 

in the study of deviant or politically 
sensitive groups. Federal agencies re- 
quire that in research on crime, drug 
addiction, political protest, and mental 
illness guarantees be provided to protect 
research subjects who could be liable to 
legal pressures if their identities were 
revealed. However, release of personal 
data gathered in health and epidemiologi- 
cal research could be equally damaging 
to individuals (11). The right of research- 
ers to protect their subjects is especially 
vulnerable when it conflicts with politi- 
cal or policy goals. For example, there is 
the well-known case of the political sci- 
entist Samuel Popkin, who was impris- 
oned for contempt of court in 1972 be- 
cause he refused to give the names of the 
persons he had interviewed to a federal 
grand jury investigating the publication 
of the Pentagon papers (12). The case is 
not unique. One study found that be- 
tween 1966 and 1976,50 subpoenas were 
issued demanding revelation of the 
sources and subjects of research (13). 

The principles governing confidential- 
ity in research remain inconsistent. The 
National Research Act of 1974 contains 
provisions to protect the privacy of hu- 
man subjects, but it does not protect 
them from subpoena by the courts; nor 
does the legislation protecting the pri- 
vacy of medical information used in 
health research (14). Researchers seek 
immunity from subpoena in order to 
avoid compromising their sources of 
data, but access to those sources is often 
necessary for law enforcement or policy 
purposes, or simply in order to maintain 
accountability in competitive areas of 
research. 

Competitive Secrecy versus 

Open Communication 

In 1977 a man with leukemia donated a 
sample of the cancerous cells from his 
bone marrow to research hematologists 
at the University of California School of 
Medicine. The scientists succeeded in 
creating a new cell line that could be 
used to study leukemia. They sent a 
sample to a colleague, who discovered 
that the cell line produced interferon, the 
body's natural antiviral protein. That sci- 
entist sent his sample to another col- 
league, who worked at the Roche In- 
stitute of Molecular Biology, funded by 
the pharmaceutical firm Hoffmann-La 
Roche. He, in turn, used the sample to 
develop an optimal medium for the pro- 
duction of interferon. The biotechnology 
firm Genentech, under contract to Hoff- 
mann-La Roche, then used the cells to 
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manufacture interferon genes, creating 
the potential for a profitable enterprise. 
There followed a dispute between the 
University of California and Hoffmann- 
L a  Roche over the ownership of the 
genes (15). The University of California 
claimed ownership, and the right to  fu- 
ture royalties, as  the institutional home 
of the scientists who had created the cell 
line. Hoffmann-La Roche also claimed 
ownership, and filed a patent application 
covering both the interferon and the gene 
splicing manufacturing process. Law- 
yers from the university protested, argu- 
ing that the firm had made unauthorized 
use of the material, taking commercial 
advantage of the open exchange of infor- 
mation and material among academic 
scientists. 

This is but one of several disputes that 
may affect the practice of freely circulat- 
ing materials and research findings 
among colleagues. Donaid Kennedy, 
president of Stanford University, ob- 
serves: "Scientists who once shared pre- 
publication information freely and ex- 
changed cell lines without hesitation are 
now much more reluctant to  d o  
so . . . the fragile network of informal 
communication that characterizes every 
especially active field is liable t o  rup- 
ture" (16). 

Two decisions in 1980 brought these 
issues to public attention. First was the 
Supreme Court decision to allow the 
patenting of a genetically engineered 
bacterium (1 7). Second was the signing 
of the Patent and Trademark Amend- 
ment Act allowing universities, nonprofit 
institutions, and small businesses to ap- 
ply for patents on federally funded re- 
search, the profits to  be used to support 
further research (18). 

Patents are specifically intended to 
avert proprietary secrecy as  well as  pro- 
vide incentives for invention. But some 
fear that patenting possibilities in areas 
of basic science could also lead to clos- 
ing of communication among researchers 
because of competition for patent prior- 
ities (19,20). As universities seeking new 
forms of income and scientists attracted 
by possibilities of commercial develop- 
ment become directly involved in the 
industrial exploitation of research, ten- 
sions also develop between university 
adminstrators and faculty, between pro- 
fessors with commercial interests and 
graduate students whose careers depend 
on open discourse, and between federal 
and industrial research sponsors when 
there is a mingling of research support. 

Tensions between commercial and ac- 
ademic interests are not new. Research 
cooperation between universities and in- 

dustry flourished in the early part of the 
century, drastically reshaping the uni- 
versity system (21). Just as they are 
today, academics were ambivalent, wel- 
coming such collaboration as  a source of 
vitality but fearing its intrusion on aca- 
demic freedom. Industry-university rela- 
tions stabilized, however, through a sys- 
tem of conyacts and cooperative agree- 
ments in engineering and the applied 
sciences. Scientists doing basic research 
participated mainly through individual 
consulting arrangements (22). 

Today these traditional modes of inter- 
action are changing. Ad hoc consulting 
arrangements have turned into equity 
participation in new venture-capital 
firms. In line with federal policy encour- 
aging industry-university cooperation, 
universities are accepting collaborative 
arrangements in areas of basic as well as 
applied research. By the end of 1981, 
eight major agreements were either con- 
summated or  undergoing final negotia- 
tions. 

National Security versus 

Scientific Freedom 

In the summer of 1980, a computer 
scientist a t  the Massachusetts Institute 
of Technology wrote a proposal to  work 
on the mathematical basis for developing 
computer techniques that would be im- 
pervious to  code breaking. H e  applied 
for a grant from the National Science 
Foundation (NSF), which has routinely 
supported cryptography research. Since 
1977 N S F  has sent such proposals to the 
National Security Agency (NSA) for 
technical review because of their poten- 
tial significance for foreign intelligence 
activities. That agency is responsible for 
the collection of intelligence informa- 
tion, does most of its own research, and 
has been increasingly uneasy about stud- 
ies relating to  its concerns but outside its 
control. This particular project was the 
first basic research to attract serious 
attention, and NSA wanted to assume 
part of the funding so  that it could re- 
quire review for military sensitivity prior 
to publication. Mathematicians working 
in this area were appalled at the idea that 
their work might be classified as unpub- 
lishable and therefore unavailable for 
public use (23-25). They negotiated a 
system of voluntary restraints in ex- 
change for an advisory role. 

The cryptography case must be seen in 
the light of two emerging trends: the 
trend toward extending national security 
controls to  projects that are not spon- 
sored by agencies concerned with rnili- 

tary technology, and the trend toward 
applying such controls not only to  hard- 
ware but to  basic ideas and to "strategic 
information," that is, to  information that 
if released could possibly harm the na- 
tional interest. 

Constraints on research of military sig- 
nificance are obviously not new. Under 
the Invention Secrecy Act, patentable 
discoveries may be placed under "secre- 
cy orders" if disclosure is deemed detri- 
mental to  national security. This usually 
pertains to  inventions developed by peo- 
ple working under defense contracts, but 
it has been more and more frequently 
applied to  other inventions as  well (23, 
26). 

Formidable secrecy controls also gov- 
ern atomic research (27). Since World 
War I1 the federal government has main- 
tained unambiguous authority to control 
all such research within or  outside gov- 
ernment laboratories. Information in this 
area is "born classified"-it is an official 
secret fronl the moment it exists. With 
the commercial development of nuclear 
energy, some provisions of the Atomic 
Energy Act of 1964 were relaxed. How- 
ever, federal controls over access to  
information in this area give government 
agencies all proprietary rights. 

The International Traffic in Arms reg- 
ulations (ITAR), authorized by the Arms 
Export Control Act, provide that publi- 
cation of unclassified information that 
can advance any significant military ap- 
plication requires prior approval by a 
cognizant agency. This provision is so 
inclusive as to  allow flexibility of inter- 
pretation with respect to research (28). 

Several incidents suggest the trend to- 
ward more rigid interpretation of such 
regulations. In the winter of 1980 a series 
of restrictions was imposed on scientific 
exchange (29). The Department of Ener- 
gy issued an order requiring government 
clearance of any communication be- 
tween its contractors and Soviet scien- 
tists. The Commerce Department forced 
the American Vacuum Society to  with- 
draw its invitation to Soviet bloc scien- 
tists to attend an international confer- 
ence on magnetic bubble memory de- 
vices. The State Department refused to 
issue visas to eight Soviet scientists who 
had applied to attend a conference on 
lasers and electro-optical systems. Also, 
it sent letters to  university science de- 
partments asking them to restrict the 
movements of Chinese students and visi- 
tors. 

Some proposed bills would impose 
further restrictions. One would require 
academic institutions accepting foreign 
students for study in certain scientific 
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fields to  submit detailed information on ological studies, although requests for versities are negotiating limited partner- 
ship arrangements with industries that 
would yield economic benefits yet allow 

what they would be learning, whom they 
would work with, and where they 
planned to travel. More threatening is a 
legislative proposal to  extend to ideas 
the provisions of the Arms Export Con- 
trol Act which require a State Depart- 
ment license for exporting "critical tech- 

such data have been rare. H e  brought the 
matter before the Ethics Advisory Board 
of HEW, arguing that premature release them to maintain internal control over 

research practices and to publish in areas 
where proprietary secrecy could pose 
serious constraints. An NIH working 
group has recommended that all institu- 
tions receiving research funds have a 
written patent policy including provi- 

of data from clinical trials could impede 
the randomization necessary in the tri- 
als, and in the case of epidemiological 
studies could lead to publicity about mis- 
leading trends that would unduly alarm 
the public. H e  hoped to establish the 
principle that data that are preliminary, 

nology" (30). Scientists who want to  
publish or lecture overseas on any sub- 
ject relating to  a technology listed on the 
U.S. Munitions List would have to ob- 

sions for resolving proprietary disputes 
(20). The Recombinant DNA Advisory 
Committee (RAC) of N I H  has revised its 
guidelines in order to  protect proprietary 

incomplete, or not yet validated should 
be exempted from FOIA because the tain a prior license, and would bear the 

burden of proof that they would not be 
disseminating ideas harmful to our na- 

public interest would thereby be better 
served. The Ethics Advisory Board rec- 
ommended legislation to  provide a limit- 
ed exemption (32). 

The National Commission for the Pro- 
tection of Human Subjects of Biomedical 
and Behavioral Research reviewed the 
implications of using FOIA to obtain 

information while allowing the necessary 
review. These guidelines allow access to  
research information only to  committee 

tional security. The scope of restricted 
subjects could include research related 
to computers, lasers, and cryptography, 
but the list is far from clear. This and a 
similar revision of the Export Adminis- 
tration Act have remained in the House 
Foreign Affairs Committee. They are ob- 
structed by questions of constitutionality 
and superseded by the Executive order 

members and staff, who must pledge 
confidentiality and maintain locked files. 

Military efforts to extend control over 
the disclosure of nonclassified research 
are also under negotiation. The math- 
ematicians concerned about control of 
cryptography have established a system 

information about research protocols 
and designs. The commission concluded 
that HEW'S policy of releasing data only 

that greatly increases the government's after funding is awarded is necessary in 
order to  protect peer review procedures, 
and recommended legislation to  ensure a 
continuation of the existing practice (33). 

of voluntary restraint. Researchers have 
agreed to submit their papers to  NSA for 
review prior to  publication, and NSA in 

power to  classify research not clearly 
related to national security. The Execu- 
tive order omits the critical requirement turn has agreed that, if there are poten- 

tial security problems, it will consult an 
advisory group before blocking publica- 
tion (25, 35). Vice Admiral Bobby In- 

established during the Carter Adminis- 
tration that decisions imposing secrecy 
must be balanced against the right to  

As a result of these various pressures, 
it is now proposed, in a bill to revise 
FOIA, that research be added to the 

know, and mandates that "if there is 
reasonable doubt about the need to clas- 
sify . . . the information shall be consid- 
ered classified." 

other matters, such as trade secrets, that 
are exempt from compulsory disclosure. 

Professional societies are establishing 

man, seeing direct contradictions be- 
tween scientific practices of open publi- 
cation and national security needs, pro- 

their owh special committees to  respond poses extending this system of voluntary 
restraint to other fields. The threat of 
such restraints is forcing a sharpening of 

to questions of intellectual property and 
are experimenting with codes of ethics 
that include provisions about disclosure. Negotiations distinctions between basic and applied 
Individual scientists have proposed re- 
search agreements that would confer a 
status of "executive privilege" on re- 

research, although convergence has 
served science well. 

Most challenges to  scientific discre- 
Scientists and their research sponsors 

are struggling to negotiate practices and 
articulate principles that would clarify 
questions of control in terms appropriate 
to the growing importance of scientific 
information. Open access to information 
serves the public interest, being consist- 
ent with the democratic values of open 
government and facilitating fiscal and 
management control over governmental- 
ly funded activities (31). But unlimited 
access may threaten the scientific pro- 
cess. At what point in the course of 
research should data be released? Are 
ideas to be publicly available in their 
tentative stages? Are data tangential t o  a 
project to  be available as  well? How can 
the integrity of long-term projects such 
as clinical trials be maintained while de- 
mands for public review are being satis- 
fied? 

Such questions have elicited efforts to 
define the terms of access under the 
FOIA. The director of NIH, for exam- 
ple, sought a specific exemption for data 
from ongoing clinical trials and epidemi- 

search in order to  protect confidentiality tion end in appeals for statutory protec- 
tion, based on an assumption that the 
researcher has the "right" t o  assess the 

However, such agreements would not be 
legally binding. Usually scientists pro- 
tect information by practicing "defen- 
sive record keeping," but they have also 
sought protective legislation (34). For 

terms of disclosure. Such protection 
would require a more coherent effort to  
clarify the social role of scientists and 

example, in 1980 a bill was introduced in the nature of research that is worthy of 
protection. Should criteria for protection 
be based on the credentials of scientists 

Congress on privacy of research records 
(S. 867 and H.R.  3409) which was intend- 
ed to exempt researchers from subpoe- or on their sources of support, on  the 
nas that would violate the privacy of 
their subjects. The subjects of research 
on drug and alcohol abuse are already 

methodology of a project or on the social 
purposes to which it may be applied? 
Under what conditions would mandatory 

protected; this bill would have extended 
such statutory protection to all federally 
funded research. Legislation might have 

disclosure or,  conversely, secrecy be 
appropriate? 

At present, the scientific response to  
such questions is curiously ad hoc. Aris- 
ing from individual incidents, the efforts 

provided some clarification of the prob- 
lem of confidentiality, but the bill never 
got as far as a hearing. to negotiate control over research are 

often inconsistent. Scientists appeal for 
statutory protection from the disclosure 
requirements of FOIA, but in doing so 

A remarkable number of studies and 
proposals have tried to  resolve the prob- 
lems of proprietary secrecy and academ- 
ic autonomy associated with increasing 
industry-university collaboration. Uni- 

they help to  weaken legislation that en- 
courages open exchange of information. 
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They seek greater military support of 
research but are outraged by national 
security restraints. They emphasize the 
useful application of basic research but 
then draw distinctions to avoid external 
control. Good reasons underlie each re- 
sponse, but such contradictions may 
make science more vulnerable to con- 
trol. For example, in justifying national 
security constraints, Inman has called 
scientific claims of freedom "disingenu- 
ous" in the light of the trade secrecy 
restrictions that academics routinely ac- 
cept as part of their industrial ties (36). 

The response of scientists rests on the 
principle of sovereignty and on the belief 
that the public interest is better served if 
research is under scientific control. It 
rests on a notion that scientists have a 
"right" to control their research, that 
autonomy is necessary in order to main- 
tain integrity, to avert the misinterpreta- 
tion of premature data, and to protect 
their "stock in trade." Those who re- 
quest data claim the "right to know" as 
an essential condition of democracy. 
Government agencies claim the right to 
information as part of their obligation to 
assure responsible use of federal funds, 
to meet policy goals, or to maintain 
national security or law enforcement in 
the public interest. 

In today's political context, resolution 
of these conflicting claims leans toward 
greater constraints on freedom of infor- 
mation-constraints apparent in the 
weakening of FOIA, the extension of 
national security classification, and oth- 
er restrictions on open communication, 
some of which protect scientific sover- 
eignty and some of which threaten it. 

Contradictions persist, reflecting the 
deep ambivalence within science about 
its cognitive and practical dimensions. Is 
science the pursuit of truth or the pursuit 
of useful knowledge, a carefully disci- 

plined process or a professional and in- 
strumental activity? The ambivalence so 
apparent in the disputes over the control 
of research suggests that there have been 
significant changes in the social role of 
science and in the importance of re- 
search. Indeed, these disputes are part of 
a larger struggle to renegotiate relations 
between science and the public that were 
established at a time when science was a 
very different social enterprise. 
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